	Req. ID: STC-IMMU-003
	Category: SECURITY

	Subcategory(ies)/Tags
	Authorization, Credentials, Access Control, Immunity

	Name
	Limit Execution

	Description
	Verify that the system has the capability to prevent access to potentially damaging commands (e.g., delete all files) from users who do not need to execute such commands on a regular basis and from interfaces that are not intended to be used for such commands.

	Constraints
	NA

	Comments
	NA



