	Launch Support Template

Part I: Meeting Agenda 

	

	

	

	1. Discuss Status of Existing or New Provisioning Related Risk Issues.

2. Discuss any Pending or Planned Scope Changes.

3. Review needs, if any, for Customer Access to Servers.

4. Review needs, if any, for customer loading of applications:

    Ongoing support for customer managed applications (T&M policy)

    Content development and production environment needs and access rights.

5. Discuss Plan for Test and Customer Acceptance

6. Plan Dates with Provisioning/Tier II/Tier III for items 3,4,5.

7. Review Escalation Paths during Launch.

8. Discuss Customer Care Role and process for customer requests:

    Special Attention Status Flag.




Part II
	Customer– Server Access, Customer Managed Apps. & Web Content 
	

	
	

	
	

	
	

	Server Access Level Requirements Defined:
	 

	
	

	
	

	
	

	Notes: Establish Dates with PROVISIONING, Tier 2 and Tier 3 as needed.

	

	
	

	Customer Managed Applications (if applicable)
	

	1. Has the customer provided software been received by the IC?  

2. Has the customer requested an installation by Your Customer?           

3. Will the customer require assistance and or support with the customer provided software?

4. If yes for # 3, has a T&M line item been included in the service quotation?
	1.  FORMCHECKBOX 
 yes   FORMCHECKBOX 
 no

2.  FORMCHECKBOX 
 yes   FORMCHECKBOX 
 no

3.  FORMCHECKBOX 
 yes   FORMCHECKBOX 
 no

4.  FORMCHECKBOX 
 yes   FORMCHECKBOX 
 no

	
	

	
	

	
	

	Notes:


	

	
	

	Web Content Loading
	 Contacts:

	Customer Needs:(Discuss with customer)
	

	
	

	Development Environment -
	Contact

	Review customer's development environment
	

	Identify any risks
	

	Production Environment-
	Contact

	How does the customer transfer data from development to production?
	

	Identify any risks
	

	
	

	
	

	Your Customer Support:
	Contact

	Identify contact for support issues with web content loading
	


	Notes:


	

	Customer– Acceptance Testing, Customer Validation of Systems
	


	
	

	 
	Date
	Owner

	
	
	

	Testing:
	
	

	UAT (Unit Acceptance Testing) - Review process with customer
	00/00/00
	Data Center

	PAS (Production Acceptance Systems) – Solution Testing, if applicable.
	
	

	Customer Validation Test - Review process with Customer
	00/00/00
	PM and Customer

	
	
	

	Review Testing Components and Plan:
	
	

	Access URL(s)
	
	

	Loading Content
	
	

	Secure Ids working
	
	

	SSL(s) activated and working
	
	

	Systems validated by customer
	
	

	Back-ups tested
	
	

	
	
	

	
	
	


	Notes: ESTABLISH DATES WITH PROVISIONING, TIER 2 and TIER 3 as needed.
(Request via e-mail – (provide 48 hours notice) - 


	


	Follow-up Action Items:
	

	1.
	

	2.
	

	3.
	

	4.
	


	Customer– Escalation Paths, Customer Care and Planned Priority Status Reviewed
	


	Escalation Path Reviewed: (cut and paste from kick-off meeting)

	

	

	

	

	


	Notes: ESTABLISH DATES WITH PROVISIONING, TIER 2 and TIER 3 as needed.

	


	Customer Care Role Reviewed: 



	Escalation -

	Requests - 

	

	

	

	

	

	Notes: 

	

	

	


	Special Attention Status 

	Enter Provisioning Ticket #   

Review Process:

	

	
	

	Accessing status updates

Requests

PPOC
	

	
	

	
	


	Internal Notes
	


	Examples of Launch Support Issues – (Internal Notes)      -  samples below 


	Provided by Tier 3:

	1. SW Installation and Configuration:

Customer requests are automatically opened as Sev 1 tickets. The requests are not always quickly completed. SW installation and configuration can take some time. (Customers need to be informed that requests will be handled through the Planned Priority Status process and that they should not open Sev. 1 tickets.)

2. Installation of customer-managed applications:
Often times, Tier 3 is asked to install customer managed apps and then receive requests for support.  The challenge faced by Tier 3 is that when there is a problem with the application, the customer will call Tier 3 to resolve it since the customer did not install it.  The other side of this is that customers may not be familiar with the application and simply require support.  (As early on as possible- customer managed application support requirements need to be identified in order to avoid this problem.  If support is required, a T&M or special line item needs to be added to the scope of support in the contract and the roles and responsibilities with regards to customer managed applications needs to be reviewed and amended in the contract as needed.  The second part relates to problems that are encountered after the application has been installed – and the ownership issue of who is responsible.  A customer validation needs to be obtained after the installation – this needs to be documented and approved by the customer.)

3. Environmental issues which customers encounter:

Several of our customers develop their environment on either a non-Solaris, non-CHP, non-secured environment (Securid, secured platform) or non-privileged (no root) environment. The customer thinks that they'll be able to load content, administer the site, and/or have privileges on the machine.  This is how they developed their content

and they have no insight into the platform and/or environmental issues.  (Review customer’s content development environment and needs and identify potential issues at the Launch support meeting.)




	Internal Notes
	


	Examples of Launch Support Issues – (Internal Notes)


	Provided by Customer Care:

	1. Verisign certificates not provisioned in a timely fashion, or not ordered, or if problems, no way to work with verisign in a timely fashion (who are 5x12 in California). ( Need to address Verisign requirements at the Kick-off Meeting and make sure that the customer understands their role in providing specific information.)
2. Lack of a thorough UAT; UAT is comprised of a "ping" and a "login" or something very simple such as this.  Many times it seems that boxes are provisioned and handed off to the customer without checking that all of the components that are supposed to be delivered are there (missing PROVISIONINGU boards, missing virtual memory configurations, bad cabling in the data center). (Use the Acceptance Testing checklist on the IS Intranet.)
3. ACL/access issues that should be planned with customer up front; instead, requests are submitted in the ticketing process with little to no documentation or description for the support orgs to implement. (Identify access needs at kick-off and launch support meetings.)

4. Late delivery from provisioning results in "sev 1" behavior on the part of the customer during the launch support phase.  (Review Planned Priority Status process with the customer.)
5. Monitoring not always set up for all URL’s; sometimes not set appropriately (i.e., thresholds or timings set inappropriately) resulting in customer finding major events before we do.  (Make sure a customer validates acceptance testing.  Review plan at Launch Support meeting.)

6. Backups sometimes not set up/provisioned.  (Make sure a customer validates acceptance testing.  Review plan at Launch Support meeting.  PROVISIONING to provide a pass/fail for all internal tests.)



	

	7.  T& M Requirements:

	No process to efficiently handle time and materials (one off) requests.  (Need to review scope changes at Launch Support meeting and include T&M as needed.)

No clear way for us to know if a request is within a customers contract or should be a T&M request.  (If the request in not covered in the scope of the contract and terms, it will most likely be a T&M request.)



	8. Special configurations that require us to design on the fly and put new design through Quality Control process - customer generally feels their request was approved during sales process and are very displeased at the time it takes to process this sort of request.  (Need to review scope changes at Launch Support meeting and include T&M as needed.)



	

	


	Notes:
	


	

	

	

	

	


